פרוטוקול:  
  
שלב 1: רישום לקוחות ואימות ראשוני

1.1 יצירת מפתחות בצד הלקוח

- כל לקוח יוצר זוג מפתחות RSA:

- מפתח פרטי וציבורי נשמרים מקומית.

- מפתח ציבורי, שישלח לשרת, מפתח פרטי, בעזרתו יפענח ויחתום.

1.2 בקשת הרשמה

- הלקוח שולח בקשת הרשמה לשרת יחד עם מספר הטלפון שלו.

1.3 שליחת OTP

- השרת שולח ללקוח קוד חד-פעמי (OTP) בן 6 ספרות דרך ערוץ בטוח (SMS).

- ה-OTP תקף ל-5 דקות בלבד.

1.4 יצירת Salt משותף

- השרת והלקוח יוצרים Salt זהה באמצעות HMAC:

- ![](data:image/png;base64,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)

1.5 יצירת מפתח קריפטוגרפי חד פעמי (![](data:image/png;base64,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) )

- הלקוח והשרת יוצרים את אותו ( ![](data:image/png;base64,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) ) באמצעות - KDF :

1.6 שליחת מפתח ציבורי ואימות

- הלקוח:

1. מחשב חתימה דיגיטלית על המפתח הציבורי שלו עם ![](data:image/png;base64,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) באמצעות HMAC.

2. שולח לשרת את:

- *Public Key*

- Signature

- השרת:

1. מחשב את החתימה *Public Key* של הלקוח באופן עצמאי.

2. משווה את החתימה עם זו שהתקבלה מהלקוח.

3. אם יש התאמה, ולא עברו 5 דקות משליחת הOTP, המפתח הציבורי של הלקוח נשמר בטבלה עם המזהה של הלקוח (מספר הטלפון).

שלב 2: החלפת מפתחות בין לקוחות A ו- B

2.1 בקשת תחילת שיחה חדשה

- לקוח A מודיע לשרת שהוא רוצה להתחיל תקשורת עם לקוח B.

2.2 אישור זמינות של לקוח B

- השרת מוודא שלקוח B מחובר ושולח לו הודעה שלקוח A מעוניין להתחיל תקשורת, לקוח B מאשר או דוחה את הבקשה

- אם לקוח B לא מחובר או שדחה את הבקשה, לקוח A מקבל שגיאה בהתאם.

2.3 השרת מעביר ללקוח A את המפתח הציבורי של לקוח B וללקוח B את המפתח הציבורי של לקוח A

- השרת: (פעמיים פעם שולח ל-A ופעם שולח ל-B)

1. מפעיל SHA-256 על המפתח הציבורי של לקוח B ואז מצפין עם ה-*Private Key* שלו (של השרת).

2. שולח ללקוח A:

- *Public Key* של לקוח B.

- Signature

2.3 אימות המפתח הציבורי שנשלח ללקוחות המעוניינים בתקשורת

- שני הלקוחות:

1. מפענחים את החתימה באמצעות המפתח הציבורי של השרת.

2. מפעילים SHA-256 על המפתח הציבורי שהשרת שלח ומשווים עם החתימה .

3. אם יש התאמה, המפתח הציבורי מאומת והלקוחות שומרים אותו.

2.4 יצירת מפתח סימטרי ושילוב חתימה

- לקוח A:

1. יוצר מפתח סימטרי אקראי K.

2. מצפין את K בשני שלבים:

- פעם ראשונה עם Public Key של B.

- פעם שנייה מפעיל על K פונקציית ריבוב SHA-256 ומצפין עם ה-Private Key שלו (של A) – על מנת ליצור חתימה דיגיטלית (Signature).

3. שולח לשרת:

- K המפתח הסימטרי מוצפן במפתח הציבורי של B.

- Signature

2.5 העברת המפתח ללקוח B

- השרת מעביר את המפתח הסימטרי המוצפן ואת החתימה ללקוח B.

2.6 פענוח ואימות המפתח הסימטרי

- לקוח B:

1. מפענח את המפתח הסימטרי המוצפן באמצעות המפתח הפרטי שלו (של B).

2. מפעיל על K פונקציית ריבוב SHA-256 מפענח את החתימה באמצעות המפתח הציבורי של A ומשווה בינהם לאימות.

3. אם האימות מצליח, המפתח הסימטרי נשמר בקובץ חיצוני.

שלב 3: שליחת הודעות

3.1 הצפנת ההודעה

- לקוח A:

1. כותב הודעה M .

2. מצפין את M עם המפתח הסימטרי באמצעות AES-256.

3. מחשב HMAC-SHA256 מהמפתח הסימטרי ומ-M.

4. יוצר IV חדש

3.2 שליחת ההודעה

- הלקוח:

שולח לשרת:

- ![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAFoAAAAeCAIAAAAjA54vAAAAAXNSR0IArs4c6QAAAAlwSFlzAAASdAAAEnQB3mYfeAAAAyJJREFUaEPtWDty2zAQhXIW2YXGJ4BO4KhR5dYdWdoHcOlODVlGXdpUaSKeIDyBhoXJuzC7C2Cxy0/GzMSJhiIrCsAuHh7efsRV27ZmeQIDnxYqJAMLHUoPCx0LHeMJYlHHsDqKdBWetOjRF2a3adHMOvlCofVPnSXupDar4yi+nfyESU56Yna/VLCcTZKEk0cNNPnr0Y0n+/tZS8MYQUddlXazh/OWVS3JeHw22d4cQTWbm5mzIegovh/tw+5mY405v4UE0eRIxtfd2xnYeNitr4aOBk58d7te395FeXgynsyPb6XB2bmzwepo4MQUDFEegYy1gTC6hsQBlx1yByYOCgaSBzyRDANhdBWJA4/taiWWUl9F6wyyh7WW660b6Bbfy6uxgHMqSt9BxP7BqQMTh6qiZQkJ9MnlCgqVy08cxeG5nIry/gvetayYeMs0xtePlAmaicE+7dC0gWhc1+aaMz+CVPtXq9q2+sQm5G9gPYyeyC1buvuj7Xk9m8Iq1zCeUMD8RLB9kA6p2wQdiyjAGQyW30UDWDKeGB+OMcISwgx2psPASZKEpkQA+nXRBM6h1tNyOEadIbfSMlwVkNnx379E3TQPgOTE4JHQyaWViR34QAvO3TlQEq0YbQ0YlT/pXqHtKC7+L+jAcRPSDbAUd1bwez8UG2MgFRLNqFfHxKwoOLLWCSE88lpRKCEAtVCG10sUESZpRvofDureucZA9iSr04CvLBMY6e08ygYLasxkjCUKF8SpySDVsATUNXc9je2oxnuh0rbTv3dgYwL/aqiNb4p0u825o4f6FLI01ip4b4o8L6iX8SYwwBZ+zVCrC81gWR3SV/PiyxvtRs2xK4VF+vloufixJxhPEc8YSD/uPBwqaqcQI3+1mKCLGPE+MUOdHwuVUCG80jnFQ3Sx9sfF4b8pdL4nkB5CSRB+QrbBgsTe444dkK4IUVFyBUmGy/Rg+QP+ppsMtVQqVKa7fJfF9GAZ0vbfGmtylDro+LF6+SnCJITKx39ieBdp/2gR5TapeLlvr6H+CFArLLbLExi4rGD57/ey0KGuYKFD0fELOlwTsCseo10AAAAASUVORK5CYII=) ההודעה המוצפנת.

- HMAC: החתימה על ההודעה.

- IV

- השרת:

- מקבל את ההודעה ללא יכולת לפענחה אותה

- בודק שלקוח B מחובר ומעביר את ההודעה ללקוח B ללא שינוי.

- אם לקוח B לא מחובר השרת שומר את ההודעה בטבלה עד שהלקוח יתחבר.

3.3 פענוח ואימות בצד לקוח B

- לקוח B:

1. מפענח את ![](data:image/png;base64,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) עם המפתח הסימטרי והIV.

2. מחשב HMAC ומשווה לערך שהתקבל.

3. אם יש התאמה, ההודעה מאומתת ונקראת.

שלב 4: שליחת אישור ((AC

4.1 יצירת ACK

- לקוח B:

1. יוצר הודעת אישור.

2. מצפין את ה-ACK עם המפתח הסימטרי באמצעות AES-256.

3. יוצר HMAC-SHA256 על ![](data:image/png;base64,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)

4.2 שליחת ה-ACK לשרת

- הלקוח שולח לשרת את ה-ACK המוצפן וה-HMAC.

4.3 העברת ה-ACK ללקוח A

- השרת מעביר את ה-ACK ללקוח A.

4.4 פענוח ואימות ה-ACK

- לקוח A:

1. מפענח ![](data:image/png;base64,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) עם המפתח הסימטרי.

2. מאמת את ה-HMAC.

3. אם יש התאמה, האישור מתקבל.

מה יש לנו?:

AES – א יוצר מפתח ושולח ל-ב בדרך מוצפנת – אוו ששניהם מסכימים על מפתח מבלי לשלוח אותו

RSA – א יוצר מפתח פרטי וציבורי , שולח בדרך לא מוצפנת את המפתח הציבורי, רק הוא יכול לפענח

KDF – פונקציה ליצירת מפתחות קריפטוגרפי מערך קטן, למשל הפונקציה PBKDF2

SHA-256 – פונקציית גיבוב

בעצם הפונקציה תקבל:  
OTP – 6 ספרות מSMS  
 – ערך רנדומלי כל שהוא ששני הצדדים מסכימים עליו  
 – מספר איטרציות שהפונקציה מבצעת  
 – אורך המפתח

חתימה דיגיטלית בעזרת RSA – לאימות השולח

א' רוצה לשלוח הודעה לב'

א' כותב הודעה M ומפעיל עליה פונקציית HASH לקבלת hash   
א' מצפין את הhash עם המפתח RSA הפרטי שלו

א' שולח את ההודעה + hash המוצפן

ב' מקבל את ההודעה + hash המוצפן   
ב' מפענח את הhash בעזרת המפתח RSA הציבורי של א'

ב' מפעיל פונקציית HASH על ההודעה ומשווה בין ה-hash

HMAC – פונקציית HASH שמקבלת בנוסף מפתח – למשל

פונקציה לא חד-חד ערכית כך שאם הhash נופל לידי תוקף זדוני יהיה לו קשה מאוד לשחזר להודעה המקורית

סודיות – confidentiality

הבטחה שהמידע הרגיש נגיש אך ורק לגורמים מורשים - מתבצע בעזרת הצפנה (AES\RSA)

שלמות – integrity

הבטחה שהמידע מגיע בשלמותו ולא שונה או נהרס בדרך – מתבצע בעזרת חתימות וMAC (HMAC)

מקוריות – authenticity

הבטחה שהמידע שנשלח הגיע מהמקור הרצוי ולא מגורם אחר – מתבצע בעזרת חתימות (SIGNATURE)

הגנה מפני MITM בכל השלבים

הסבר בקצרה את הבחירה ואיך היא משיגה את המטרה:  
א. שיטת ההצפנה (סימטרית או א-סימטרית) ואופן יצירת מפתחות.

השתמשנו בהצפנה א-סימטרית (RSA) עבור החלפת המפתחות מכיוון שבדרך זו רק בעל המפתח הפרטי יכול לפענח את ההודעה ולא צריך להעביר מפתח סודי לצד המצפין ובהצפנה סימטרית (AES) עבור שליחת ההודעות מקצה לקצה בצורה מהירה ויעילה. המפתחות נוצרים בצורה רנדומלית שרק יוצר המפתח יודע מהו.

ב.  תהליך הרישום הראשוני.

לקוח שרוצה להירשם לשירות מקבל OTP דרך ערוץ מאובטח, בעזרתו השרת והלקוח מסכמים על מפתח קריפטוגרפי זמני, הלקוח שולח את המפתח הציבורי חתום על ידי HMAC עם המפתח הזמני בצורה זו השרת יכול לאמת את זהות השולח ולהימנע ממתקפת MITM.

ג. אופן יצירת והחלפת מפתחות, מקום שמירתם (שרת/לקוח) ובטיחות החלפתם.

לכל לקוח יש זוג מפתחות פרטי וציבורי שהוא יצר באקראיות, השרת מקבל את המפתח הציבורי של כל לקוח תוך כדי וידוי אימות. בתחילת סשן בין שני לקוחות השרת שולח לכל צד את המפתח הציבורי של הצד השני.

הלקוח שביקש להתחיל סשן יוצר מפתח בצורה אקראית ושולח לצד השני את המפתח מוצפן וחתום – כך שרק הצד השני יוכל לפענח את המפתח ולוודא אימות ושלמות.

ד. אופן השגת השלמות במובן הרחב מקור ותוכן ההודעה, פרטו את השיטה ואת דרך יישומה.

כל הודעה מוצפנת שנשלחת מקצה לקצה חתומה על ידי HMAC עם המפתח הסימטרי שיש רק לשני הצדדים, בצורה זו הצד המקבל יכול לשחזר את ה-HMAC ולהשוות - על מנת לוודא שההודעה לא שונתה בדרך וגם את זהות שולח ההודעה.

ה. מהלך שליחת ההודעה והאישור על קבלתה.

לקוח א' שולח לשרת הודעה המוצפנת במפתח סימטרי שרק ללקוח ב' יש – כך שום גורם אחר כולל השרת אינו יכול לפענחה. בנוסף נשלחת חתימה, וקטור IV, ומזהה של לקוח ב' (היעד).

השרת בודק לפי המזהה אם היעד מחובר ושולח אליו את תוכן ההודעה ואת מזהה המקור (אם לא מחובר שומר בטבלה עד שמתחבר).

לקוח ב' מפענח את ההודעה בעזרת הIV והמפתח הסימטרי, מחשב חתימה ומשווה לבדיקת אימות ושלמות.

לאחר קבלה תקינה של ההודעה, לקוח ב' יוצר הודעת אישור שגם כן מוצפנת וחתומה ושולח לשרת שמעביר ללקוח א'.

ו. תארו בצורה מפורטת את מבנה (שדות) ההודעה

ההודעה מחולקת ל-5 שדות:

יעד(מזהה הלקוח המקבל), מקור (מזהה הלקוח השולח), מלל מוצפן, חתימה (לשם אימות ושלמות) , וקטור (IV)

ז. תארו בצורה מפורטת את מבנה הנתונים בשרת (מה ואיך נשמר).

- טבלת לקוחות : { מזהה לקוח , מפתח ציבורי }

- טבלת הודעות שלא נמסרו : {יעד ,מקור, ההודעה המוצפנת , חתימה , IV }

חלק 3

האם ניתן להבטיח זמינות?

לא ניתן להבטיח זמינות מהסיבות הנל:

* השרת צריך להיות למעלה תמיד  
  אם השרת מושבת, לא ניתן לבצע שום פעולה במערכת. פעולות כמו רישום לקוחות חדשים, שליחת הודעות, או קבלת הודעות אינן אפשריות במקרה של קריסת השרת.
* השרת מוגבל ל10 לקוחות  
  המערכת תומכת בעד 10 לקוחות בלבד. אם כבר רשומים עשרה לקוחות במערכת, לקוח חדש שרוצה להירשם לא יוכל לבצע רישום או פעולות אחרות כמו שליחת הודעות.
* השרת שומר עד 2 הודעות  
  השרת שומר עד שתי הודעות בלבד עבור לקוחות לא מחוברים. במקרה שבו לקוח לא מחובר וכבר יש שתי הודעות בתור, הודעות נוספות לא יישמרו והן עלולות ללכת לאיבוד